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<<MemberFirstName>> <<MemberLastName>> December 3, 2019 
<<Address1>> 
<<Address2>> 
<<City>>, <<State>> <<Zip Code>> 

Notice of Data Privacy Incident 

Dear <<MemberFirstName>> <<MemberLastName>>, 

We are writing to tell you about a data security incident that may have exposed some of your personal information. 
We take the protection and proper use of your information very seriously. For this reason, we are contacting you 
directly to explain the circumstances of the incident. 

What happened? 
On Wednesday November 20, 2019, suspicious activity was identified within the [REDACTED] email account. An 
unknown source was able to gain access to this account and send two e-mails requesting a transfer of funds. The 
request was not granted, and the e-mail account was disabled. The account was re-enabled after the password was 
changed. 

What information was involved? 
Information contained within the email account may include name, mailing address, email address, account number, 
account balance, social security number, date of birth, driver’s license number and occupation.     

What we are doing? 
Additional security controls were put in place on all [REDACTED] accounts during the week of the incident.  These 
controls are designed to prevent unauthorized access.   

For more information. 
If you have questions, please call us at 301-222-0680, Monday through Friday from 9:00 a.m. to 5:00 p.m. Eastern 
Standard Time. Please also review the additional resources included with this notice. 

Protecting your information is important to us. We trust that the actions we have taken demonstrate our continued 
commitment to your security and satisfaction. 

Sincerely, 

 

 

 

 

 

 

 

 

 

 



 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 


