
ETZWealth Management 
U.S. Bancorp Investments 

«FirstName» «LastName» 
	

«Date» (Format: Month Day, Year) 

«Address1» 

«Address2» 

«City», «State» «Zip Code» 

Re: Your U.S. Bancorp Investment account 

Dear «FirstName» «LastName», 

At U.S. Bancorp Investments, we are committed to keeping your personal information safe and secure. With a 
dedicated security team and periodic account reviews, we are always on guard to help protect your data. Recently, a 
third-party vendor notified us and other financial institutions that some account information may have been 
compromised. 

What information was involved? 

Your name and U.S. Bancorp Investments account number were identified as impacted for the accounts listed 
below. Based on the type of information that was exposed, it is highly unlikely that any unauthorized 
transactions or inconvenience to you will occur. However, we have taken immediate action to protect your 
account with us. Specifically, we are increasing our monitoring of those accounts that were impacted. 

• «last four of account number» 

• «last four of account number» 

• «last four of account number» 

• «last four of account number» 

You do not need to take any action, this letter is to inform you that your information may have been 

compromised. 

What can you do? 

• Carefully review your account for recent unusual activity. 

• As always, you should contact your Wealth Management Advisor, <<AdvisorName>> at <<AdvisorPhone>> or 
call Wealth Management Brokerage Services at 800.888.4700 any time — 24 hours a day, 365 days a year if you 
notice suspicious activity on your account or have questions regarding this notice. 

The privacy and protection of our customers' personal information is our highest priority and this matter has our full 
attention. Please do not hesitate to contact us if we can provide you additional information. We thank you in advance 
for your continued business. 

Sincerely, 

Kenneth S. Cameranesi 

CEO, U.S. Bancorp Investments 


