Exhibit A — Notice to Individuals

Re: Notice of Breach Incident
Dear Students, Faculty, and Staff:

We value and respect the privacy of your information, which is why, as a precautionary measure,
we are writing to inform you of an unauthorized third party breach. In an abundance of caution,
all students, faculty, and staff affected by the breach have had their passwords reset and have
been required to change their passwords. No action is required on your part.

On December 31, 2016, it came to the College’s attention that certain student, faculty, and
associate data were posted on a public website. While there has been no evidence of theft or
disclosure of information of a particularly sensitive nature, the information posted included
names, student/associate Berkeley College ID numbers, Berkeley College log-in usernames,
Berkeley College e-mail addresses, and default temporary passwords for the same accounts. As
of the date of this notice and to best of our knowledge, the data were removed from the public
website. No social security numbers or any financial account numbers of any kind were
included in the information made publically available.

An investigation into the circumstances surrounding the incident is ongoing. To the extent that
any additional facts indicating that other personal information has been acquired by unauthorized
persons becomes known to the College, we shall provide additional notice of such facts and
circumstances at that time. Further, Berkeley College has been in contact with the Federal
Bureau of Investigation regarding this cyber security incident. You will have the right to obtain
any police reports filed in connection to this incident. If, at any time, you are the victim of
identity theft, you additionally have the right to file a police report and obtain a copy.

At this time, we do not believe that any information taken during the incident can be used to
commit identity theft or otherwise cause any financial impact to you. Nevertheless, to the extent
that you believe you may be a victim of identity theft, we are providing you with the attached
notice labeled “How to Protect my Information” which you may use to obtain further
information about the incident, obtain a freeze on your credit reports, and to contact the Federal
Trade Commission.

If you have any further questions about this incident or would like to report suspicious activity,
please contact me at the number below.

Sincerely,

Elizabeth A. Wysocki, Esq.
Director of Compliance & Counsel
Berkeley College

Office of the General Counsel

44 Rifle Camp Road

Woodland Park, NJ 07424
(973)-278-5400 Ext. 1371
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How to Protect My Information

State law allows consumers to place a security freeze on their credit reports. A security freeze
prohibits a credit reporting agency from releasing any information from a consumer's credit
report without written authorization. Please be aware that placing a security freeze on your credit
report may delay, interfere with, or prevent the timely approval of any request you make for new
loans, credit, credit or debit cards, mortgages, employment, housing or other services.

If at any time you become a victim of identity theft and you provide the credit reporting agency
with a valid police report, it cannot charge you to place, lift or remove a security freeze. In all
other cases, a credit reporting agency may charge you up to $5.00 each to place, temporarily lift,
or permanently remove a security freeze.

Credit Report Security Freeze Instructions

To place a security freeze on your credit report, you must send a written request to each of the
three major consumer reporting agencies: Equifax (www.equifax.com); Experian
(www.experian.com); and Trans Union (www.transunion.com) by regular, certified, or overnight
mail at the addresses below:

Equifax Security Freeze, P.O. Box 105788, Atlanta, GA 30348

Experian Security Freeze, P.O. Box 9554, Allen, TX 75013

Trans Union Security Freeze, Fraud Victim Assistance Department, P.O. Box 6790,

Fullerton, CA 92834
In order to request a security freeze, you will need to provide the following information:

1. Your full name (including middle initial as well as Jr., Sr., I, III, etc.);

2 Social Security Number;
3. Date of birth;
4

If you have moved in the past five (5) years, provide the addresses where you
have lived over the prior five years;

5. Proof of current address such as a current utility bill or telephone bill;

6. A legible photocopy of a government issued identification card (state driver's
license or ID card, military identification, etc.);

7. If you are victim of identity theft, a copy of either a police report, investigative
report, or complaint to a law enforcement agency concerning identity theft;

8. If you are not a victim of identity theft, a payment of $5.00 by check, money

order, or credit card (Visa, MasterCard, American Express or Discover only) for
the freeze. Do not send cash through the mail.

The credit reporting agencies have three (3) business days after receiving your request to place a
security freeze on your credit report. The credit bureaus must also send written confirmation to
you within five (5) business days and provide you with a unique personal identification number
(PIN) or password, or both that can be used by you to authorize the removal or lifting of the
security freeze.

To lift the security freeze in order to allow a specific entity or individual to access your credit
report, you must call or send a written request to the credit reporting agencies by mail and
include proper identification (name, address, and social security number) and the PIN number or
password provided to you when you placed the security freeze as well as the identities of those
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entities or individuals you would like to receive your credit report or the specific period of time
you want the credit report available. The credit reporting agencies have three (3) business days
after receiving your request to lift the security freeze for those identified entities or for the
specified period of time.

To remove the security freeze, you must send a written request to each of the three credit bureaus
by mail and include proper identification (name, address, and social security number) and the
PIN number or password provided to you when you placed the security freeze. The credit
bureaus have three (3) business days after receiving your request to remove the security freeze.

Identity Theft — FTC Contact Information

If you are a victim of identity theft, you may also file a complaint with the Federal Trade
Commission at: www.ftc.gov/idtheft or at 1-877-ID-THEFT (877-438-4338).

Here are a few warning signs to help you determine that whether your personal information may
have been used by someone else:

. Receiving a bill for services you did not purchase or receive never used
. Being contacted by a debt collector about debt you do not owe
. Seeing collection notices on your credit report that you do not recognize

If you believe someone else may have used your information, you may wish to consider taking
additional steps which are outlined on the Federal Trade Commission's website at www.ftc.gov.

{40680247;1}



